Better Together: Checkmarx One and the Brinqa Platform

Build world-class application security programs to address modern security challenges

Enterprises are developing more software faster than ever. However, this makes applications a prime attack vector for bad actors. To protect their applications, enterprises must be able to quickly detect vulnerabilities in code, prioritize those findings, work with development teams to remediate them, and measure progress.

Brinqa and Checkmarx have partnered to deliver the world’s most complete application security solution. Checkmarx, the industry’s most comprehensive application security testing platform (AST), brings comprehensive application security detection capabilities via its Checkmarx One platform, which includes SAST, SCA, IaC scanning, and more. Checkmarx scans applications across all aspects of the software development lifecycle (SDLC).

Brinqa brings unmatched risk-based prioritization using business context, the ability to orchestrate aspects of the remediation process, and reporting capabilities protected by role-based access controls (RBAC). Brinqa is the user interface that shows centralized security findings and reports from Checkmarx and other AST platforms and scanning tools. Brinqa eliminates the need for teams to navigate the UIs of multiple scanning tools, the findings of which would lack business context vital to effective prioritization. Brinqa also delivers the ability to personalize and secure the user experience with RBAC.

CONNECT INSTANTLY

Brinqa and the Checkmarx One R&D team collaborated to build an integration that enables Checkmarx One customers to quickly begin improving their application security posture using the Brinqa platform.

The Brinqa connector for Checkmarx One creates a unified knowledge source for cyber risk that enables customers to correlate Checkmarx One results with other tools and business context. Brinqa quickly and easily ingests data from Checkmarx One scanners and normalizes it. This enables you to navigate a unified view of vulnerabilities spanning your entire AppSec program. Brinqa uses the data from Checkmarx One and other data sources to create a living model of your attack surface.

"You have got to make sure that you are providing true risk [to leaders] to ensure security information is relevant, and that it will drive action and change the culture in the way you need to happen."

Jim Desmond
Chief Security Officer
Asurion

CHECKMARX IS A 6-TIME LEADER
IN GARTNER’S MAGIC QUADRANT
for Application Security Testing (AST)
**A Unified Cyber Risk Lifecycle Across Your Application Attack Surface**

Brinqa enables organizations to orchestrate the entire cyber risk lifecycle for application security. You can easily inventory all apps and aggregate findings from all of your AppSec tools and prioritize and automate the remediation of findings that matter. Realize up to a 75% reduction in critical vulnerabilities and continuously monitor your application security posture.

**Efficiently Ship Secure Code**

Enforce SLAs with Brinqa as you accelerate and improve the remediation of software vulnerabilities via orchestrated workflows that enhance ticketing and automate ownership assignment. Build a dynamic AppSec program that empowers key players throughout your organization to incorporate risk factors and security testing results throughout the SDLC. Because Brinqa integrates with all existing ticketing and issue-tracking systems, development and application teams can work in their comfort zone. You’ll also realize the benefits of closed-loop tracking — including escalation handling — which provides a single location for managing all remediation and SLA tracking.

**Monitor and Communicate Application Security Posture to Stakeholders**

Shift AppSec program reporting from being tool-centric to application-centric via comprehensive cyber-hygiene dashboards and reports. Elevate the risk management conversation with application security scorecards — with the bonus of gamification and competition among developers and app owners. Finally, you’ll be able to communicate application risk in a language that all stakeholders and business leaders can understand while providing a holistic view of application security across the entire organization.

**About Brinqa**

Brinqa is the only company that orchestrates the entire cyber risk lifecycle — understanding the attack surface, prioritizing vulnerabilities, automating remediation, and continuously monitoring cyber hygiene — across all security programs. Brinqa Attack Surface Intelligence Platform is the source of truth for cyber risk. It empowers organizations to elevate the security conversation, hold risk owners accountable, identify security control coverage gaps, and manage and track all vulnerabilities in a single platform. Based in Austin, Texas, Brinqa is backed by Insight Partners. Learn more at [www.brinqa.com](http://www.brinqa.com).